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SHECA Digital Certificate Application Form
The First Copy
For Accepting Office
No(D)
	Please select service type by making “√” in application option:
	Please select certificate type by making “√” in applicable option:

	□Application                □ Renewal

□ Revocation                □ Others
	□ Entity identity certificate       
□ Entity code signature certificate   □ Others

	Basic Information on Applicant:

	Name: ___________________________________ Nature: □ Enterprise   □ Public institution

Mailing address: ___________________________ Postal code: □□□□□□

Unified social credit code: □□□□□□□□□□□□□□□□□□

Organization code certificate No.: □□□□□□□□□
Information on Authorized Officer

Name: ____________ ID card No.: _______________________ 

Tel: ____________ Fax: ______________ E-mail: _____________________

	Instructions:

	· The applicant should, when applying for the certificate, provide the original and duplicate copies of the following documents (with the duplicate copies affixed with official seal of the applicant):

Public institution: □ Legal person certificate    □ ID card of authorized officer

Enterprise: □ Business license               □ ID card of authorized officer

· Please read the SHECA Digital Certificate Subscriber Agreement attached hereto before formally applying for the certificate.

· The validity period of the certificate, starting from the date of issuance, will be stated therein.
· The applicant hereby declares that: information and relevant supporting materials provided above are completely true and valid; it accepts the digital certificate issued according to such information and the SHECA Digital Certificate Subscriber Agreement; and it has delegated to the above authorized officer the discretionary power to handle matters related to the application for the certificate.

Seal of applicant: ______________                         Date: _______       

	

	To Be Completed by Accepting Office:

	●
Have verified the identity of the applicant and authorized officer

●
Have verified information and relevant supporting materials provided in this Form

●
Have issued the certificate to the applicant
	Serial number of the password envelope:
□□□□□□□□□□□□□□□

Accepted by: __________

Reviewed by: __________
Date: 

Seal of accepting office: ________
	SHECA

WeChat: SHECAWX
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Fax: 021-36393132                                   Hotline: 021-962600

E-mail: jy@sheca.com                                 Website: http://www.sheca.com

SHECA Digital Certificate Application Form
The Second Copy
For SHECA
No(D)
	Please select service type by making “√” in application option:
	Please select certificate type by making “√” in application option:

	□Application                □ Renewal

□ Revocation                □ Others
	□ Entity identity certificate       
□ Entity code signature certificate   □ Others


	Basic Information on Applicant:

	Name: ___________________________________ Nature: □ Enterprise   □ Public institution

Mailing address: ___________________________ Postal code: □□□□□□

Unified social credit code: □□□□□□□□□□□□□□□□□□

Organization code certificate No.:  □□□□□□□□□
Information on Authorized Officer

Name: ____________ ID card No.: _______________________ 

Tel: ____________ Fax: ______________ E-mail: _____________________

	Instructions:

	· The applicant should, when applying for the certificate, provide the original and duplicate copies of the following documents (with the duplicate copies affixed with official seal of the applicant):

Public institution: □ Legal person certificate    □ ID card of authorized officer

Enterprise: □ Business license               □ ID card of authorized officer

· Please read the SHECA Digital Certificate Subscriber Agreement attached hereto before formally applying for the certificate.

· The validity period of the certificate, starting from the date of issuance, will be stated therein.
· The applicant hereby declares that: information and relevant supporting materials provided above are completely true and valid; it accepts the digital certificate issued according to such information and the SHECA Digital Certificate Subscriber Agreement; and it has delegated to the above authorized officer the discretionary power to handle matters related to the application for the certificate.

Seal of applicant: ______________                         Date: _______       

	

	To Be Completed by Accepting Office:

	●
Have verified the identity of the applicant and authorized officer

●
Have verified information and relevant supporting materials provided in this Form

●
Have issued the certificate to the applicant
	Serial number of the password envelope:
□□□□□□□□□□□□□□□

Accepted by: __________

Reviewed by: __________
Date:

Seal of accepting office: ________
	SHECA

WeChat: SHECAWX
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Fax: 021-36393132                                   Hotline: 021-962600

E-mail: jy@sheca.com                                 Website: http://www.sheca.com

SHECA Digital Certificate Application Form
The Third Copy
For User
No(D)
	Please select service type by making “√” in application option:
	Please select certificate type by making “√” in application option:

	□Application                □ Renewal

□ Revocation                □ Others
	□ Entity identity certificate       
□ Entity code signature certificate   □ Others

	Basic Information on Applicant:

	Name: ___________________________________ Nature: □ Enterprise   □ Public institution

Mailing address: ___________________________ Postal code: □□□□□□

Unified social credit code: □□□□□□□□□□□□□□□□□□

Organization code certificate No.: □□□□□□□□□
Information on Authorized Officer

Name: ____________ ID card No.: _______________________ 

Tel: ____________ Fax: ______________ E-mail: _____________________

	Instructions:

	· The applicant should, when applying for the certificate, provide the original and duplicate copies of the following documents (with the duplicate copies affixed with official seal of the applicant):

Public institution: □ Legal person certificate    □ ID card of authorized officer

Enterprise: □ Business license               □ ID card of authorized officer

· Please read the SHECA Digital Certificate Subscriber Agreement attached hereto before formally applying for the certificate.

· The validity period of the certificate, starting from the date of issuance, will be stated therein.
· The applicant hereby declares that: information and relevant supporting materials provided above are completely true and valid; it accepts the digital certificate issued according to such information and the SHECA Digital Certificate Subscriber Agreement; and it has delegated to the above authorized officer the discretionary power to handle matters related to the application for the certificate.

Seal of applicant: ______________                         Date: _______       

	

	To Be Completed by Accepting Office:

	●
Have verified the identity of the applicant and authorized officer

●
Have verified information and relevant supporting materials provided in this Form

●
Have issued the certificate to the applicant
	Serial number of the password envelope:
□□□□□□□□□□□□□□□

Accepted by: __________

Reviewed by: __________
Date:  

Seal of accepting office: ________
	SHECA

WeChat: SHECAWX
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Fax: 021-36393132                                   Hotline: 021-962600

E-mail: jy@sheca.com                                Website: http://www.sheca.com

SHECA Digital Certificate Subscriber Agreement

Shanghai Electronic Certificate Authority Center Co., Ltd. (“SHECA”) is a legally incorporated and existing third party electronic authentication service provider.
Before applying for, accepting or using a SHECA digital certificate issued by SHECA, the applicant must read this SHECA Digital Certificate Subscriber Agreement (this “Agreement”). If the applicant disagrees to all or part of the terms of this Agreement, please do not apply for, accept or use the SHECA digital certificate.

This Agreement will come into force and effect upon SHECA’s approval of the applicant’s application.

a) SHECA digital certificate is a digital certificate issued by SHECA, which contains identity information of an applying entity and is used to represent the identity of an enterprise or public institution in online activities, including exchange of information, electronic signature, e-government and e-commerce. 
b) Before applying for or accepting a digital certificate or relevant services, the applicant shall understand the SHECA Electronic Authentication Business Rules and obligations and legal liabilities relating to the certificate. The SHECA Electronic Authentication Business Rules is available at http://www.sheca.com.

c) SHECA provides different types of certificates. The applicant may select the type of certificate based on its own needs and at its own discretion or after consulting with SHECA. The applicant shall pay fees to SHECA for application for a digital certificate unless exempted by SHECA in the form of written agreement or notice.

d) The applicant shall warrant that information and relevant supporting materials provided in the SHECA Digital Certificate Application Form are true and valid and that it is willing to bear any legal liability resulting therefrom.

e) Upon its application is approved, the applicant shall automatically become the subscriber of the digital certificate, whether it accepts the certificate or not.

f) The subscriber shall ensure that the certificate it holds is used for the purpose intended by it when applying for the certificate. Each type of certificate issued by SHECA is be used only to indicate the identity intended to identify the subscriber when the subscriber applies for the certificate and to validate the signature produced by the private key associated with the public key contained in the certificate. If the subscriber uses the certificate for any other purposes, SHECA will not bear any liability or obligation resulting therefrom.

g) The subscriber must ensure the safety of the private key. SHECA will not bear any and all liability arising from any problem with the safekeeping of the private key by the subscriber, unless the subscriber can legally prove that the issuer is mainly responsible for such problem. 

h) Upon occurrence of any circumstance that may endanger the safety of the subscriber’s private key, the subscriber shall immediately notify SHECA and its authorized certificate service provider. The subscriber must indemnify SHECA and its authorized certificate service provider, other subscribers, parties relying on the certificate or any other interested parties against any losses arising from the subscriber’s failure to timely notify SHECA and its authorized certificate service provider of any problem with the safety of the private key of which the subscriber is fully aware.

i) Pursuant to the Company Law of the People’s Republic of China, the Digital Signature Law of the People’s Republic of China and other laws and regulations, SHECA as a legally incorporated third party electronic authentication service provider, if required to bear any liability and obligation, shall only bear limited liability to the extent permitted by applicable laws.
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For the exclusion of warranty and indemnity of SHECA, please refer to the SHECA Electronic Authentication Business Rules.

Fax: 021-36393132                 Shanghai Electronic Certificate Authority Center Co., Ltd. 

Hotline: 021-962600

E-mail: jy@sheca.com

For further information on service offices, please visit: http://www.sheca.com
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